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MARI NE CORPS ORDER 3093. 2

From Commandant of the Marine Corps
To: Di stribution List

Subj: U.S. MARINE CORPS POLICY FOR THE | MPLEMENTATI ON AND
MANAGEMENT OF THE GOVERNMENT OPEN SYSTEMS | NTERCONNECTI ON
PROFI LE ( GOSI P)

Ref : (a) Assistant Secretary of Defense Menorandum DoD
Policy on the GOSI P Data Conmuni cati ons Protocol s,
Sept enber 25, 1990 ( NOTAL)
(b) U S. Marine Corps (USMC) CGovernment Open Systens
I nterconnection Profile (GOSIP) Transition and
Managenent Pl an

Encl: (1) GOSIP Waiver Procedures
(2) GOsIP Waiver Chain of Authority
(3) Acronynms and Abbreviations
(4) Definitions

1. Purpose. This Oder inplenents the Departnent of Defense
(DoD) policy on the Governnent Open Systens |nterconnection

Profile (GOSIP). It establishes policy, managenent goals, and
procedures necessary to mgrate to a GOSI P-conpliant open
systens operating environment. It also ensures that

interoperability in existing information systens will be
mai nt ai ned throughout the transition to a GOSIP operating
envi ronment .

2. Background. The Assistant Secretary of Defense, Conmand

and Control, Comunications and Intelligence (ASD (C3l1))
established DoD s commitment to using GOSIP standards by
mandati ng their use, including tactical systenms in reference (a).

a. Applicability. The policies contained in this Order
apply to major upgrades of all Marine Corps infornmation
systens, data comuni cations systens, and networks as well as
the devel opnent, procurenent, production, and maintenance of
new systens. Systens provided to the Marine Corps but managed
by anot her service nmust be reviewed on a case by case basis to
det ermi ne whet her Marine Corps or other GOSIP policy applies.
Simlarly, Marine Corps GOSIP inplenentation plans nmust be
reviewed with other service/agency GOSIP inplementations to
ensure interoperability. Enclosure (1) provides decision
criteria to be used in evaluating GOSIP applicability to a
system Enclosure (2) provides the GOSI P waiver chain of
authority. Definitions of acronyns, abbreviations, and terms
are included in enclosures (3) and (4).
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b. Description

(1) Automated information systenms (AIS' s) are utilized
t hroughout the Marine Corps in the Supporting Establishment
(SE) and operating forces both tactically and nontactically.
Prot ocol standards delineate the sets of rules or conventions
governi ng the exchange of information between conputer systens,
whi ch al so includes their peripheral devices. They can be
either technical or procedural standards. The sane protoco
standards nust be used between systens to establish
interoperability.

(2) GOSIP is a protocol standards suite subset of the
I nternational Standards O gani zati on Open Systens
I nt erconnection protocol standards suite. GOSIP is also part
of the ongoi ng DoD standardi zation efforts within the Open
Systens Envi ronnment (COSE).

(3) OSE provides the conprehensive set of interfaces,
services, and supporting formats for interoperability of
applications. OSE consists of the Informati on Transfer
conponent (of which GOSIP is a part), Information conponent,
and I nformation Processing conponent. OSE uses Corporate
I nformati on Managenent’s (CI M s) Technical Reference Mddel to
speci fy the appropriate standards within each OSE conponent.
OSE provides end-to-end interworking anong end users. GOSIP
provi des an interconputer connection function by unifying the
information transfer portion of CSE

c. Data Communi cations Standards. The Data Communi cations
Prot ocol Standardi zation (DCPS) program offers the forum which
devel ops and enhances standards for military requirenents.

The Defense Information Systens Agency (DI SA) is responsible
for these standards. The M litary Conmuni cation-El ectronics
Board (MCEB) affords a neans to provide DoD interests in the
international standards bodies. The Infornmation Technol ogy

Policy Board as part of the Corporate Information Managenent
of fice establishes standards for business applications.

d. GOSIP Evolution. The nmandatory use of GOSI P standards
is applicable as the GOSI P protocols beconme suitable for
satisfying a systenis functionality. GOSIP Version 1.0
protocol suite becanme mandatory after August 15, 1990 when
publ i shed as Federal Information Processing Standard (FIPS)
Publ i cati on Number 146. The phased inpl enentation of
subsequent GOSIP versions will incorporate internationa
standards and will eventually incorporate the ful
functionality of the GOSIP protocol suite. GOSIP versions wll
be updated periodically, usually annually.

e. GOSIP Benefits. DoD conponents must devel op individua
GOSIP Interoperability and Transition Plans which provides a
coordinated transition to GOSI P protocols w thout disrupting
the services provided by current data systens. Sone
fundanment al reasons for inplenenting GOSIP protocols are:
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(1) Geater interoperability anong diverse
user s/ Servi ces/ agenci es.

(2) Cost savings associated with sharing simlar
t echnol ogy.

(3) Increased effectiveness through efficient use of
i nformati on resources.

f. Discussion. The fundanmental goal of this Oder is to
provi de gui dance and managenent policy for the use of GOSIP
standards. The orderly transformation of current protoco
suites to GOSI P-conpliant protocol suites nust naintain
reliable and responsive systens in support of the Marine Corps
m ssions. Anticipated extensive cost and scope will greatly
affect GOSIP inplenentation. Translation devices or gateways,
and other internetworking tools such as routers and bridges
will be required during a period of coexistence with existing
standards to assure interoperability.

3. Execution

a. Transition to GOSIP. Al Marine Corps AlIS s and
networks will eventually be GOSIP conpliant, as GOSI P evol ves
to satisfy the mlitary requirenents. Transl ation devices or
gat eways, routers/bridges nmay be used for those systens
exi sting before GOSI P becane mandatory and for accommodati ng
mlitary issues not incorporated into GOSIP. The use of such
devices shall be limted to the coexistence period and not used
as a preferred solution for GOSIP inpl enentati on.

b. Mirine Corps Registration Authority. The Assistant
Chief of Staff, Comrand, Control, Conmunications, Conputer, and
Intelligence (ACCS C4l) is the senior Marine Corps GOSIP
Regi stration Authority. The Marine Corps Conputer and
Tel ecomruni cations Activity (MCCTA) is the organization within
4l which is responsible for the execution of Marine Corps
Regi stration Authority duties. Al requests for registering
Net wor k Servi ce Access Point (NSAP), Session Service Access
Poi nt (SSAP), Transport Service Access Point (TSAP)
Originator/Recipient (OR) addresses, Object lIdentifiers (AOD),
and X. 500 Directory nanes shall be forwarded to MCCTA.

c. Acquisition Consideration. Acquisition considerations
dictate that, where possible, a commercial -off-the-shelf (COTS)
sol ution must be used when it neets the needs for a program
However, COTS products will be procured until after they have
been certified as GOSIP conpliant. The National Institute of
St andards and Technol ogy (NI ST) nmintains a |ist of approved
GOSI P products called the Register of Conformance Tested GOSI P
Products. MCCTA will assist Marine Corps organizations to
obtain copies of this Iist.
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d. GOSIP Waivers. GOSIP applicability will be waived for
specific time periods where it can be clearly denonstrated that
there are significant performance or cost advantages to be gai ned
and when the overall interests of the Federal Governnent are best
served by granting the waiver. Wivers shall be requested when
functionality critical to the Marine Corps mission is not
i ncl uded in GOSIP-conpliant products. DCPS program enhanced
GOSI P standards do not require a waiver insonmuch that the |ack
of GOSIP functionality is accommpdated by the enhancenent.

Thi s enhancenent renders the standard as an equivalent to the
GOsI P standard. Wivers shall be requested for special purpose
networks which will not be required to interoperate with other
networks. However, only in rare circunstances will such waivers
be granted, inasnmuch as future scenarios and joint operations
may necessitate interoperability not envisioned earlier

Wi vers to the GOSIP policies because of GOSIP i nadequaci es
must consider future versions of GOSIP for the added
functionality which may be incorporated at a future date.
Informati on systens devel opers nust be prepared to reeval uate

t he adequacy of GOSIP once new functionality is introduced into
GOSIP. A waiver can be requested at any point in the life
cycle of a systemand at any rel evant point in the procurenent
cycle. The follow ng general decision criteria shall be used
to determ ne whether information systens require a GOSIP wai ver
(see enclosure (1)).

(1) The systemw |l be isolated without a potentia
need for information exchange with other infornmation systens.

(2) The functionality contained in GOSIP does not
satisfy the operational requirenents of the system

(3) The system considered is neither a new information
system nor a mmj or upgrade. A major upgrade is a subjective
term and is defined in enclosure (4). Briefly, an upgrade
will be considered to be nmajor when a critical conmponent is
replaced or nodified. A critical conponent for GOSIP
conpliance is defined to nmean hardware or suites of software
that affect the interoperability and internetworking abilities
of the system For exanple, when the Front End Processor (FEP)
to a mainframe conputer is upgraded, the critical nature of
this conmponent for networking nmakes this a nmajor upgrade.

e. Mirine Corps GOSIP Vaiver Approval Authority. AC S C4l
is the senior Marine Corps GOSI P wai ver approval authority.
All Marine Corps GOSIP wai ver requests receive final approva
from Assistant Secretary of the Navy, Research, Devel opnment,
and Acquisition ASN (RD&A) via Deputy Assistant Secretary of
the Navy, Command, Control, Conputer, Comrunications,
Intelligence, Space, and El ectronic Warfare (DASN
(C41/ SPACE/EW). Enclosure (2) shows the GOSIP wai ver chain of
authority.
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f. GOSIP Wrking Goup. A GOSIP Wrking Goup will neet
as necessary to resolve any GOSIP rel ated policy and
i npl enentation issues that affect the Marine Corps. The GOSIP
Working G oup will be chaired by ACCS C4l and will consist of
representatives from HQMC, MCCDC, MARCORSYSCOV] and MCCTA.
Participation by system functional sponsors on issues
applicable to themw |l be occasionally required. The purpose
of this working group is to provide an effective forum for
coordi nati ng Marine Corps devel opnent efforts w thin Departnent
of the Navy (DON) and DoD policies. Were agreenment cannot be
reached, issues will be raised to the | SSC

4. Responsibilities. The follow ng organizational functions
describe the responsibilities for including GOSIP standards in
Marine Corps information systens pl anni ng, devel opnent, and
procurenent actions:

a. Commandant of the Marine Corps (CMC). CMC, through
AC/'S C41 establishes Marine Corps GOSIP policy. Marine Corps
policy requires conpliance with DoD policy and with
j oi nt/ combi ned policy as directed by DoD

b. Counsel for the Commandant CMC(CL). CMZ(CL) is
responsi bl e for advice concerning the I egal sufficiency of
actions related to Automatic Data Processi ng (ADP) procurenent.
CMC(CL) is consulted with respect to the legal sufficiency of
a request for GOSIP waiver. A significant nunber of statutes and
regul ations apply to ADP procurenent, including procurenent
subject to GOSIP or a waiver thereof.

c. Executive Steering Goup (ESG. The ESGis the highest
| evel planning, programing, and budgeting forumw thin the
Marine Corps. It deternines the Marine Corps prograns,
including alternatives, to be submtted to CMC for approval
The ESG addresses issues, presented by the Chairman of the
Informati on Systens Steering Conmittee, dealing with
i nformati on systens and supporting infornmation resources.

d. Information Systenms Steering Conmittee (1SSC). The
| SSC is the designated armof the CMC Comrittee that oversees
I nformati on Resources Managenent (IRM-related i ssues. The
| SSC consists of a general officer grade representative of each
menber of the ESG AC/S C4l, and the Director of Administration
and Resource Managenent (AR) Division, Headquarters, U S.
Marine Corps. The ISSCis chaired by the Director, MCCTA. The
| SSC coordi nates the application and use of tactical and
nontactical information systens consistent with overall Marine
Corps mssions. This conmttee provides the forumfor
resolving GOSIP-related policy and inplenentation issues by
addressing themto the ACCS C41 for appropriate action.
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e. Assistant Chief of Staff, Conmand, Control,
Comuni cations, Conputer, and Intelligence (ACS C41). The
AC/S C41 is the senior Marine Corps IRMrepresentative and
provi des for the planning, directing, budgeting, and
coordinating of staff activities relating to conmand and
control systems, telecomrunications, and AIS's. Wivers to
GCSI P conpliance for AIS s nust be approved by ACCS C41. GOSIP
wai ver procedures must be followed in accordance with this
Order and reference (b). The Deputy Assistant Chief of Staff,
C4l, Systems Integration (DACS C41 (CS)) is responsible for
the planning and network adm nistration of the Marine Corps
Data Network (MCDN). DAC/S C4l (CS) is also responsible for
the interoperability of nontactical and tactical information
syst ens.

f. Director, Marine Corps Conputer and Tel econmuni cations
Activity (MCCTA). MCCTA is responsible to the ACCS C4l for
Marine Corps GOSI P conpliance records for nontactical systens
registration. MCCTA is responsible for determ ning the
adequacy of GOSIP functionality to planned or devel oping
nontactical AIS s and information transfer systens and
networks. |If existing GOSIP standards are inadequate, MCCTA
will request a GOSIP waiver, in accordance with this Order and
reference (b). MCCTA is responsible for the technica
adm ni stration of the MCDN

g. Commandi ng CGeneral, Marine Corps Conbat Devel opnent
Command (CG MCCDC). CG MCCDC is responsible for identifying
and validating FMF information systens and tactical data
comruni cations and internetworking requirenents.

h. Commander, Marine Corps Systens Comrand
( COMVARCORSYSCOM) . COVMARCORSYSCOM i s responsi bl e for
acqui sition of FMF Table of Equipnent (T/E) Al'S equi pnent, the
configuration nanagenent and interoperability testing (MO
3093.1 ) of that equipnent, and for the devel opnment of
FMF-specific systenms. COMVARCORSYSCOM i s responsi ble for
determ ning the adequacy of GOSIP functionality to planned or
devel oping FMF tactical information systens and i nfornation
transfer systens and networks. |f existing GOSIP standards are
i nadequat e, COVMARCORSYSCOM wi | I request a GOSIP wai ver, in
accordance with this Order and reference (b). COVWARCORSYSCOM
is responsible to the AC/S C41 for Marine Corps GOSIP
conpliance records for tactical systens registration

5. Action. The following responsibilities apply to the Mrine
Corps organi zations |isted.

a. Assistant Chief of Staff, Conmand, Control,
Communi cations Conputer, and Intelligence (AC/S C41). AC/S 4l
will:

(1) Act, for the Commandant, on all nmatters pertaining
to GOSIP policy.
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(2) Represent the Marine Corps on Joint Chiefs of Staff
(JCS), DoD, and DON directed GOSIP policy interoperability
st andards boards and groups.

(3) Establish policies and procedures for inplenenting
GOSI P and insuring GOSIP interoperability.

(4) Provide guidance to CG MCCDC and COVMARCORSYSCOM
on GOSIP policy issues considered at policy level neetings.

(5) Act as the Marine Corps Registration Authority and
provi de centralized managenent of Marine Corps NSAP, SSAP, TSAP
addresses, OR, O D, and X 500 directory nanes

(6) Provide Marine Corps approval of GOSIP waivers for
mlitary departnent approval by Assistant Secretary of the
Navy, Research, Devel opnent, and Acquisition (ASN(RD&A)). This
i ncl udes coordination of all GOSIP conpliance.

(7) Establish, and provide a chairnman for the GOSIP
Wor ki ng Group to resolve GOSI P-rel ated policy and
i npl enentation issues. This working group shall nake
recomendations to the 1SSC on all matters pertaining to GOSIP
i ssues.

b. Drector, Marine Corps Conputer and Tel econmuni cati ons
Activity (MCCTA). MCCTA will:

(1) Support and make recommendations to AC/ S C4l on
GOSI P policy issues for joint GOSIP policy interoperability
st andards boards and groups.

(2) As directed by AC/S C41 defend Marine Corps
nontactical requirenents (especially with GOSIP
i npl enentations) with Navy |Infornation Systens Managenent
Command (NI SMO) .

(3) Provide technical direction on GOSIP to Marine
Corps IRM activities.

(4) Review GOSIP waiver requests for Supporting
Est abl i shnment systens and recomrend approval / di sapproval to
AC/' S C4l.

(5) Ensure that requirenments docunents relating to
uni que Marine Corps requirenments contain a statenment, with
justification, that the systemw || never be connected to a
network or another AlS, and GOSIP standards are i nadequate to
provide the functionality required by the system

(6) Ensure that GOSIP specifications are included in
configuration nanagenent of information systens.
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(7) Coordinate Al'S devel opnent with CG MCCDC and
COMMARCORSYSCOM as appropri ate.

(8) Provide a nenber to the GOSI P Working G oup

(9) Act as the Marine Corps Registration Authority and
provi de centralized managenent of Marine Corps NSAP, SSAP, TSAP
addresses, OR, O D, and X 500 directory nanes

(10) Act as the Marine Corps Administrative Authority
(AA) for GOSIP records. Ensure that the Marine Corps users are
registered with the GOSIP Registration Authority for all GOSIP
addresses and objects as the Mari ne Corps AA  Keep records of
GCSI P conpliance for all Marine Corps information systens and
net wor ks (i ncl udi ng comruni cati ons systens).

(11) In coordination with the Joint Interoperability
Test Center (JITC) and N ST, provide technical support to AC/S
4l in certifying that COTS GOSI P products are acceptable for
Mari ne Corps use.

c. Functional Managers (FM for Nontactical Information
Systens Data Communi cations Systens and Net wor ks under
Devel opnent. FMs for information systens under devel opnent
shal | :

(1) In coordination with ACS C41 include GOSIP
specifications in requirenments docunents incorporating
applicable GOSI P specifications. Enclosure (1) provides
decision criteria for GOSIP specifications, and enclosure (2)
provi des the GOSI P wai ver chain of authority.

(2) In coordination with the JITC, Ft Huachuca, AZ and
NI ST schedule GOSIP certification testing of COIS GOSI P
products with MCCTA, COMVARCORSYSCOM or AC/'S 4l as
appropri ate.

d. Commandi ng CGeneral, Marine Corps Conbat Devel opnent
Command (CG MCCDC). CG MCCDC wi | I

(1) Devel op operational automated information systens
and data comuni cations requirenents that consider GOSIP
protocols. Ensure that GOSI P waiver docunents relating to
uni que Marine Corps requirenments contain a statenment, with
justification, that the systemw || never be connected to a
network or another AlS, and GOSIP standards are i nadequate to
provide the functionality required by the system

(2) Include GOSIP specifications in requirenments
docunents (such as Operational Requirenents Docunent (ORD))
i ncorporating applicable GOSIP specifications. Enclosure (1)
provi des decision criteria for GOSIP specifications, and
encl osure (2) provides the GOSIP wai ver chain of authority.
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(3) Ensure that M ssion Need Statenents (MNS s) and
ORD s relating to unique Marine Corps requirenments contain a
GOSl P wai ver statenent.

(4) Provide a nenber to the GOSI P Wrking G oup

(5) Verify that GOSIP protocols satisfy operational
requirenents for tactical systems. Reconmend nodifications to
GOSI P st andards where they do not fulfill Marine Corps
requi renents.

(6) In coordination with the appropriate functional
managers, specify GOSIP requirenents for tactical systens.

e. Commander, Marine Corps Systens Conmmand
( COMWARCORSYSCOM . COVIVARCORSYSCOM wi | 1 :

(1) Verify that GOSIP specifications adequately
satisfy technical and operational tactical information systens
requi renents. Recommend nodifications to GOSIP standards where
they do not adequately fulfill Marine Corps requirenents.

(2) Ensure that tactical GOSIP requirenents are
included in related program budget, and fundi ng docunents.

(3) Ensure that GOSIP requirenments are inplenmented in
tactical systens under devel opnment unless waived in accordance
with this Order. GOSIP waiver docunents nust contain a
statement, with justification, that the systemw || never be
connected to a network or another AI'S, and GOSIP standards are
i nadequate to provide the functionality required by the
syst ens.

(4) Ensure GOSIP issues are thoroughly considered
during configuration managenent of tactical Al S s.

(5) As directed by AC/S C4l, coordinate tactical
systens requirenments (especially with GOSIP inplenentations)
with DASN (C4l/ SPACE/ EW .

(6) Provide recomrendati ons on GOSIP waivers for
tactical systenms to ACCS C41 for final nmilitary departnent
approval by ASN( RD&A) .

(7) Ensure that the Marine Tactical Systens (MIS)
Technical Interface Design Plan (TIDP) reflects GOSIP
requi renents for networking interfaces.

(8) Provide funding to satisfy GOSIP requirenents for
tactical systens and networKks.
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(9) Assist AC/S C4l in representing the Marine Corps on
joint GOSIP technical interoperability standards boards and
groups for tactical systens.

(10) Assist AC/S C4l in representing the Marine Corps
on standards boards and groups to introduce GOSI P enhancenents
to fulfill Marine Corps operational requirenents into the DCPS
program

(11) Provide a nenber to the GOSI P Wrking G oup.

f. Program Managers (PMs) for Tactical Information
Systens, Data Conmuni cations Systens, and Networks under
Devel opnent. PMs for information systens under devel opnent
shal | :

(1) Assist CG MCCDC Proponency and Requirenents
officers in identifying GOSIP specifications required for
MNS' s and ORD s.

(2) Ensure that GOSIP specifications are included in
configuration nanagenent of information systens.

(3) In coordination with the JITC, Ft Huachuca, AZ and
NI ST schedule GOSIP certification testing of COIS GOSI P
products with MCCTA, COMVARCORSYSCOM or AC/'S 4l as
appropri ate.

6. Records Retention

a. COVMARCORSYSCOM and MCCTA. Maintain GOSIP records as
described in the Order. Permanently transfer records to
Washi ngton National Records Center when 4 years old. Ofer
records to National Archives Record Admi nistration when 25
years ol d.

b. EME. Retain GOSIP records on board. Destroy records
when no | onger needed for reference.

7. Reserve Applicability. This Order is applicable to the

Mari ne Corps Reserve

W E. BOOVER
Assi st ant Commandant
of the Marine Corps

DI STRI BUTI ON:  PCN 10203119800
Copy to: 7000110 (55)
8145005 (2)
7000099, 144/8145001 (1)
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GOSI P Wi ver Procedures

1. General. A waiver fromusing GOSIP-conpliant products will
be considered only in exceptional cases as opposed to norna
practice. The primary condition that nust be net to obtain a
wai ver is that GOSIP-conpliant products are inadequate. The
wai ver process results in a decision to bypass GOSIP unti

GOSI P products can satisfy requirenents. Use of non-conpliant
GOSI P systens will be permitted for a period of tinme that is
normal |y specified in the servicel/agency transition plan to
GOSI P without resorting to waivers. This plan is required from
all Federal Governnent users and pernmits organi zations to phase
their transition to GOSI P w thout disrupting ongoing services.
The major intent of GOSIP is to address future procurenent
while not interfering with the established base. 1In all cases,
consi deration should be given to increased costs involved in
upgrading or retrofitting GOSIP capabilities, conpared to
including theminitially (up front). Wivers from GOSIP nust
be published in the Federal Register and other public
docunents. Therefore, waiver approval nust be obtained at the
Service Secretary level. Al docunents obtained during this
process beconme a part of the permanent record for the system

2. Discussion. Wen GOSIP protocols do not adequately fulfil
requi renents, functional managers (FM s)/Program Managers
(PMs) nust initiate a GOSI P wai ver request through the
Director, Marine Corps Conputer and Tel econmuni cations Activity
(MCCTA). The requirenents specified in the Request for

Proposal (RFP), M ssion Need Statenent (MNS) or Operationa
Requi renents Docunent (ORD) nust clearly be unsatisfiable by
GCSI P protocol standards in order to qualify for a GOSIP
waiver. It would be in the best interest of the devel oper to
wait for contractor responses to an RFP before determ ning
GOSI P adequacy. The requirenent for a GOSIP wai ver applies to
all new tactical and nontactical information systens as well as
maj or upgrades to those systens. GOSIP waivers are a

tenporary defernment frominplenmenting GOSIP protocol standards
with a definite expiration date. Wivers will be reeval uated
upon expiration to determne if the desired functionality has
been added to GOSIP or if the waiver should be renewed.

Excl usions frominplenenting GOSIP protocols will occur only in
exceptional cases and will be mnimzed to reduce life cycle
costs later in the systenis devel opnent.

3. GOSIP WAiver Decision Process. Figure 1-1 shows the GOSIP
Wai ver Decision Process. The following steps are taken in
determ ni ng whether a GOSIP waiver is required for a system

a. Determination of GOSIP Conpliance. Al of the
followi ng steps are to be taken in evaluating a system

ENCLOSURE ( 1)
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(1) First, information system devel opers nust define the
requi renents of the information system and determ ne the adequacy
of GOSI P standards.

(2) Second, any systemthen nust be eval uated upon the
requi renent for internetworking. Information exchange
internetworking requires interoperability and use of network
resources external to Marine Corps systens (e.g., network
directory, data delivery). |If so, then it nust be GOSIP
conpl i ant.

(3) Third, the system nust be evaluated to determn ne
whether it is a major upgrade or a new system |[If either, then
it must be GOSIP-conpliant.

(4) Fourth, the requirenments of the system nust be
eval uat ed agai nst what GOSIP protocols can provide, to
determ ne whether the requirenents are satisfied by GOSIP. |If
so, then it nust be GOSI P-conpliant.

(5) Lastly, the system nmust be eval uated agai nst
whet her there are performance or cost advantages to
i npl enenting GOSIP protocols. Detrinental effects which can be
of fset by DoD-wi de savings do not qualify the systemfor a
GOSl P wai ver .

b. Developing the Information System |If all of the steps
result in positive answers, then a GOSIP-conpliant systemis
devel oped. After each step is evaluated, if any or all of the
steps are negative answers, then the program devel opnent enters
a process to obtain a GOSIP waiver. The follow ng steps are
to be taken in devel opi ng such a system

(1) First, a business case anal ysis nust be devel oped
for systems which justifies the requirenent for non-GOSIP
conpl i ance.

(2) Second, a GOSIP wai ver must then be obtai ned
through the appropriate chain of authority as displayed in
figure 1-2.

(3) Third, after receiving the necessary approval
devel op the system

(4) Lastly, the systemw || be reeval uated, when
appropriate, prior to the expiration date of the waiver to
reassess the waiver’s basis. This reassessnment should
determine if GOSIP can neet the requirenents of the system as
addi tional functionality is added to GOSIP and GOSI P protocol s
evol ve. Recommendations to enhance GOSI P st andards shoul d be
forwarded to the DCPS program standards bodies to gain that
functionality in future versions of GOSIP standards.

ENCLOSURE ( 1)
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Figure 1-1. GOSIP Waiver Decision Criteria Flowchart
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Acronyns and Abbrevi ati ons

ADM NI STRATI VE AUTHORI TY

ASSI STANT CHI EF OF STAFF

ASSI STANT COMMVANDANT OF THE MARI NE CORPS
AUTOVATED DATA PROCESSI NG

AUTOVATED | NFORMATI ON' SYSTEM S)

ADM NI STRATI ON AND RESOURCE MANAGEMENT DI VI SI ON,
HQVC

ASSI STANT SECRETARY OF THE NAVY, RESEARCH,
DEVELOPMENT AND ACQUI SI TI ON

AUTOVATED DI Gl TAL NETWORK

BASE AREA NETWORK

COVVAND, CONTRCL, COVMUNI CATI ONS, COVPUTER AND
I NTELLI GENCE DEPARTMENT, HQMC

COVIVANDI NG GENERAL

CORPORATE | NFORVATI ON' MANAGEMENT

COVVANDANT OF THE MARI NE CORPS

COVWVANDER, MARI NE CORPS SYSTEMS COMVAND
COWMERCI AL- OFF- THE- SHELF
SYSTEMS | NTEGRATI ON DI VI SI ON, HQMC

DEPUTY ASSI STANT CHI EF OF STAFF; COMVAND,
CONTROL, COWPUTER, COMMUNI CATI ONS, AND

I NTELLI GENCE;, SYSTEM

I NTEGRATI ON DI VI SI ON, HQVC

DASN( C41 / SPACE/ EW

DCPS

DI SA

ES

FEP
FI PS
FM
FMVF

&Sl P

DEPUTY ASSI STANT SECRETARY OF THE NAVY, COVMAND
AND CONTROL, COVPUTERS AND COVVUNI CATI ON,

I NTELLI GENCE, SPACE AND ELECTRONI C WARFARE

DATA COVWUNI CATI ONS PROTOCOL STANDARDI ZATI ON
DEFENSE DATA NETWORK

DEFENSE | NFORMATI ON SYSTEMS AGENCY

DEPARTMENT OF THE NAVY

END SYSTEM

FRONT END PROCESSCR

FEDERAL | NFORMATI ON PROCESSI NG STANDARD
FUNCTI ONAL MANAGER

FLEET MARI NE FORCE

GOVERNMENT OPEN SYSTEMS | NTERCONNECTI ON
PROFI LE

HEADQUARTERS, U.S. MARI NE CORPS
ENCLOSURE ( 3)
1
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| RM
| SSC

JCS

MARCORSYSCOM

MCCDC
MCCTA

MCDN
VNS
MI'S

NI SMC
NI ST

NSAP

ab
ORD
OSE
sl

OR

PM

RFP

SECDEF
SECNAV
SNA
SSAP

TI DP
TSAP
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| NFORVATI ON RESOURCES MANAGEMENT
| NFORVATI ON SYSTEMS STEERI NG COW TTEE, HQMC

JO NT CH EFS OF STAFF

MARI NE CORPS SYSTEMs COMVAND

MARI NE CORPS COVBAT DEVELOPMENT COWVVAND

MARI NE CORPS COVPUTED AND TELECOVMUNI CATI ONS
ACTIVITY

MARI NE CORPS DATA NETWORK

M SSI ON NEED STATEMENT

MARI NE TACTI CAL SYSTEM

NAVY | NFORMATI ON SYSTEMS MANAGEMENT COMVAND
NATI ONAL | NSTI TUTE OF STANDARDS AND
TECHNCLOGY

NETWORK SERVI CES ACCESS PO NT

OBJECT | DENTI FI ER

OPERATI ONAL REQUI REMENTS DOCUMENT
OPEN SYSTEMS ENVI RONVENT

OPEN SYSTEMS | NTERCONNECTI ON

ORI G NATOR/ RECI PI ENT

PROGRAM MANAGER

REQUEST FOR PROPOSAL

SECRETARY OF DEFENSE

SECRETARY OF THE NAVY

(1BM SYSTEM NETWORK ARCHI TECTURE
SESSI ON SERVI CE ACCESS PO NT

TACTI CAL | NTERFACE DESI GN PLAN
TRANSPORT SERVI CE ACCESS PO NT
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Definitions

1. Automated Information System (AlS). A conbination of

i nformation, conmputer, and tel ecomunications resources, and
other information technol ogy and personnel resources which
coll ects, records, processes, stores, communi cates, retrieves,
and di splays infornmation (DODD 7920.1 and MCO P5231. 1B)

2. Bridge. A device that interconnects two networks which may
be effectively identical, but where sone physical or |ogica
constraint means that a single |arger network cannot be used.
For exanple, a bridge may connect two ethernet LANs where a
singl e ethernet LAN nay exceed the length limtation

3. End System (ES). An ES, or host, is a systemthat contains
the application processes that interact with users and perforns
functions of all seven |ayers of the OSI Reference Moddel. This
systemis viewed as a termnus; i.e., where data transfers
originate or term nate.

4. GOSIP Conpliance. A statenent, resulting from
verification, that an ADP system conplies with GOSIP
specifications and is suitable for Service use.

5. Information Systens. An interacting assenbly of procedures,
syst em processes and net hods whi ch incl udes equi pnent
specifically for the purpose of supporting the conmand and
control of mlitary forces. This equipnent is accounted for on
both the Table of Allowable Material and |ocal supply accounts.
The term specifically includes, but is not linmted to:

a. Command and control systens

b. Conputer systens and equi pnent

c. Intelligence systens

d. Sensor systens and equi pnent

e. Communi cations systens and equi pnent
6. Interworking. An operating environnent which enables
access to resources on any system w thout concern for specific
details and limtations. This environnment is independent of
vendors with wider distribution of services and information

available to end users. |Its elenments resolves differences in
data forns, program nanagenent and resource nanagemnent.

ENCLOSURE ( 4)
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7. Internetworking. Communications which require network
services and involve host-to-host data interchanges. This type
of communi cations requires a high degree of interoperability to
be effective.

8. I nteroperability

a. The ability of systens, units or forces to provide
services to and accept services fromother systenms, units or
forces and to use the services so exchanged to enable themto
operate effectively together (Joint Pub 1-02).

b. The condition achi eved anbng comruni cati ons-el ectronics
equi prent when information or services can be exchanged
directly and satisfactorily between them and/or their users.
The degree of interoperability should be defined when referring
to specific cases (Joint Pub 1-02).

9. Mjor Upgrade. The redesign or substantial addition of
hardware, the rewiting of nore than half the software, the
redesign of the software architecture, or the substantia
addition of new software functions.

10. Marine Corps Critical Conputer Resources (MCCR). Conputer
resources required for the conduct of the mlitary m ssion of
the DoD. This definition includes enbedded conputer resources
used in mssion critical systens as well as those ADPE or ADP
services related to nmission critical systenms (MCO 5200. 23A)
MCCR is to be used in procurenent context and not to delineate
i nformati on managenent responsibilities.

11. Mssion-Critical System Any systemthat is required for
conduct of the mlitary mssion of the DoD. This definition
i ncl udes those systens related to:

a. Intelligence activities

b. Cryptologic activities related to national security

c. Command and control of mlitary forces

d. A weapon or weapon system

e. The direct fulfillment of mlitary or intelligence
m ssions, but not routine adm nistrative or business

appl i cations.
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12. Open Systems Environnent (OSE). A conputing environnent
designed to be interoperable and i ndependent of hardware
limtations. It consists of three main architectures:
Comuni cation Architecture, Information Processing
Architecture and Data Admi nistration Architecture.

13. Protocol Standards. Protocol standards delineate the sets
of rules or conventions governing the exchange of infornmation
bet ween conputer systens, which also includes their periphera
devi ces. They can be either technical or procedura

st andar ds.

14. Router. A device or series of devices which delivers a s
nmessage to the destination node via internedi ate nodes of one

or nmore networks. A nessage may be required to pass through a
series of intermediate nodes before it is finally delivered to
the final destination. A key function of a router is

determ ning the next node to which a nessage is sent.

15. Tactical Systenms. Systens which support variable
| ocations, i.e., nobile in support of FMF activities. These
systens commonly operate in a stressed environnent.

ENCLOSURE ( 4)



